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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc51769464][bookmark: _Toc75440887]5.30.2.1	Identifiers
The combination of a PLMN ID and Network identifier (NID) identifies an SNPN.
NOTE 1:	The PLMN ID used for SNPNs is not required to be unique. PLMN IDs reserved for use by private networks can be used for non-public networks, e.g. based on mobile country code (MCC) 999 as assigned by ITU [78]). Alternatively, a PLMN operator can use its own PLMN IDs for SNPN(s) along with NID(s), but registration in a PLMN and mobility between a PLMN and an SNPN are not supported using an SNPN subscription given that the SNPNs are not relying on network functions provided by the PLMN.
The NID shall support two assignment models:
-	Self-assignment: NIDs are chosen individually by SNPNs at deployment time (and may therefore not be unique) but use a different numbering space than the coordinated assignment NIDs as defined in TS 23.003 [19].
-	Coordinated assignment: NIDs are assigned using one of the following two options:
1.	The NID is assigned such that it is globally unique independent of the PLMN ID used; or
2.	The NID is assigned such that the combination of the NID and the PLMN ID is globally unique.
NOTE 2:	Which legal entities manage the number space is beyond the scope of this specification.
NOTE 3:	The use of SNPN with self-assignment model NID such that the combination of PLMN ID and NID is not globally unique is not assumed for the architecture described in Figure 5.30.2.9.3-1, Figure 5.30.2.9.2-1. and for SNPN - SNPN Mobility as described in clause 5.30.2.10.
The GIN shall carry the same information as SNPN ID and support two assignment models:
-	Self-assignment: GINs are chosen individually and may therefore not be unique.
-	Coordinated assignment: GIN is assigned such that it is globally unique (e.g. using IANA Private Enterprise Numbers) as defined in TS 23.003 [15].
An optional human-readable network name helps to identify an SNPN during manual SNPN selection. The human-readable network name and how it is used for SNPN manual selection is specified in TS 22.261 [2] and TS 23.122 [17].

* * * * Second change * * * *
[bookmark: _Toc75440888][bookmark: _Toc68015805][bookmark: _Toc51769465][bookmark: _Toc47342763][bookmark: _Toc45183921][bookmark: _Toc36188016][bookmark: _Toc27846885][bookmark: _Toc20150086]5.30.2.2	Broadcast system information
NG-RAN nodes which provide access to SNPNs broadcast the following information:
-	One or multiple PLMN IDs
-	List of NIDs per PLMN ID identifying the non-public networks NG-RAN provides access to
NOTE 1:	It is assumed that an NG-RAN node supports broadcasting a total of twelve NIDs. Further details are defined in TS 38.331 [28].
NOTE°2:	The presence of a list of NIDs for a PLMN ID indicates that the related PLMN ID and NIDs identify SNPNs.
-	Optionally:
-	A human-readable network name per SNPN;
NOTE 3:	The human-readable network name per SNPN is only used for manual SNPN selection. The mechanism how human-readable network name is provided (i.e. whether it is broadcasted or unicasted) to the UE is specified in TS 38.331 [28].
-	Information, as described in TS 38.300 [27], TS 38.331 [28] and in TS 38.304 [50], to prevent UEs not supporting SNPNs from accessing the cell, e.g. if the cell only provides access to non-public networks;
-	An indication per SNPN of whether access using credentials from a Credentials Holder is supported;
-	List of supported Group IDs for Network Selection (GINs) per SNPN;
-	An indication per SNPN of whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN, i.e. UEs that do not have any PLMN ID and NID nor GIN broadcast by the SNPN in the Credentials Holder controlled prioritized lists of preferred SNPNs/GINs.
NOTE 4:	For a given SNPN, GINs used for UE onboarding and GINs used for UE access to SNPN using credentials from a Credentials Holder use different value and are broadcast separately. Further details (including number of supported GINs per SNPN) are defined in TS 38.331 [28].

* * * * Third change * * * *
[bookmark: _Toc75440889]5.30.2.3	UE configuration and subscription aspects
An SNPN-enabled UE is configured with the following information for each subscribed SNPN:
-	PLMN ID and NID of the subscribed SNPN;
-	Subscription identifier (SUPI) and credentials for the subscribed SNPN;
-	Optionally, an N3IWF FQDN and an identifier of the country where the configured N3IWF is located;
-	Optionally, if the UE supports access to an SNPN using credentials from a Credentials Holder:
-	User controlled prioritized list of preferred SNPNs;
-	Credentials Holder controlled prioritized list of preferred SNPNs;
-	Credentials Holder controlled prioritized list of GINs.
The Credentials Holder controlled prioritized lists of preferred SNPNs and GINs can be updated by the Credentials Holder.
Editor's note:	Whether the Credentials Holder controlled lists can be updated using the UE Parameters Update (UPU) via UDM Control Plane Procedure as defined in clause 4.20 of TS 23.502 [3] or the Steering of Roaming (SoR) procedure as defined in Annex C of TS 23.122 [17] will be determined based on feedback from CT WG1 and SA WG3.
A subscriber of an SNPN is either:
-	identified by a SUPI containing a network-specific identifier that takes the form of a Network Access Identifier (NAI) using the NAI RFC 7542 [20] based user identification as defined in clause 28.7.2 of TS 23.003 [19]. The realm part of the NAI may include the NID of the SNPN; or
-	identified by a SUPI containing an IMSI.
In the case of access to an SNPN using credentials owned by a Credentials Holder as specified in clause 5.30.2.9.2 and clause 5.30.2.9.3, the SUPI shall also contain identification for the Credentials Holder (i.e. the realm in the case of Network Specific Identifier based SUPI or the MCC and MNC in the case of an IMSI based SUPI).
NOTE 1:	When Credentials Holder is an SNPN, and the MCC and MNC of the SNPN is not unique, then IMSI based SUPI is not supported as the MCC and MNC need not be unique always; instead USIM credentials are supported using Network Specific Identifier based SUPI.
NOTE 2:	Network Specific Identifier are not supported for the case the Credentials Holder is provided by a PLMN.
In the case of access to an SNPN using credentials owned by a Credentials Holder using AAA-S as specified in clause 5.30.2.9.2, only Network Specific Identifier based SUPI is supported.
An SNPN-enabled UE that supports access to an SNPN using credentials from a Credentials Holder and that is equipped with a PLMN subscription may additionally be configured with the following information for SNPN selection and registration using the PLMN subscription in SNPN access mode:
-	User controlled prioritized list of preferred SNPNs;
-	Credentials Holder controlled prioritized list of preferred SNPNs;
-	Credentials Holder controlled prioritized list of preferred GINs.
The Credentials Holder controlled prioritized lists of preferred SNPNs and GINs can be updated by the Credentials Holder.
Editor's note:	Whether the Credentials Holder controlled lists can be updated using the UE Parameters Update (UPU) via UDM Control Plane Procedure as defined in clause 4.20 of TS 23.502 [3] or the Steering of Roaming (SoR) procedure as defined in Annex C of TS 23.122 [17] will be determined based on feedback from CT WG1 and SA WG3.
 NOTE 3:	For a given SNPN, Credentials Holder controlled prioritized list of GINs use different value from the GIN(s) used for ON-SNPN network selection.
* * * * Fourth change * * * *
5.30.2.10.2.4	UE Configuration Aspects
A UE enabled to support UE Onboarding, shall be pre-configured with Default UE credentials, and the UE may be pre-configured with ON-SNPN selection information.
NOTE 1:	The content of the ON-SNPN network selection information depends on UE implementation and can include SNPN network identifiers and/or GIN(s). GIN(s) used for ON-SNPN network selection use different value from the Credentials Holder controlled prioritized list of GINs.
The UE uses the ON-SNPN selection information for selection of ON-SNPN (see clause 5.30.2.10.2.5).
NOTE 2:	It is assumed that the UE is not pre-configured with a S-NSSAI and DNN for the purpose of UE onboarding in the ON-SNPN.

* * * * End of changes * * * *


